
 

e-ISSN:2582-7219 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 

       INTERNATIONAL JOURNAL OF  

          MULTIDISCIPLINARY RESEARCH 
 

       IN SCIENCE, ENGINEERING AND TECHNOLOGY 
 
 
 

Volume 7, Issue 7, July 2024   
 
 
 
 
 
 
 

 

Impact Factor: 7.521  
 
 
 
 
 
 
 
 

6381 907 438    6381 907 438  ijmrset@gmail.com @ www.ijmrset.com 



International Journal of Multidisciplinary Research in Science, Engineering and Technology (IJMRSET) 

                       | ISSN: 2582-7219 | www.ijmrset.com | Impact Factor: 7.521| Monthly, Peer Reviewed & Referred Journal| 

| Volume 7, Issue 7, July 2024 | 

| DOI:10.15680/IJMRSET.2024.0707274 |                                     

IJMRSET © 2024                                                   |     An ISO 9001:2008 Certified Journal   |                                                 13403 

 

 

 

Secure Exam Video Proctoring Platform using 
Artificial Intelligence 

  

Avej Maniyer, Prof. Poonam Dhamal, Chaitanya Gokhe, Sainath Deshmukh, Ganesh Hegade 

Dept. of IT, G. H. R. I. E. T, Pune, India 

Assistant Professor, Dept. of IT, G. H. R. I. E. T, Pune, India 

Dept. of IT, G. H. R. I. E. T, Pune, India 

Dept. of IT, G. H. R. I. E. T, Pune, India 

Dept. of IT, G. H. R. I. E. T, Pune, India 

 

 ABSTRACT:  In recent years, the transition towards online education has accelerated, necessitating the development 

of effective exam proctoring systems to maintain academic integrity. However, ensuring both security and privacy in 

such systems remains a significant challenge. This paper proposes a Secure Exam Proctoring System (SEPS) that 

addresses these concerns through innovative technological solutions. The system employs advanced algorithms for 

monitoring and authentication while respecting user privacy. Through a combination of biometric authentication, data 

encryption, and secure data handling practices, SEPS offers a robust solution for online exam proctoring. The transition 

to online education has accelerated in recent years and has required the development of quality assessment procedures 

to ensure academic integrity. However, it is still very difficult to ensure the security and confidentiality of these 

systems. This paper presents a Secure Exam Proctoring System (SEPS) that addresses these issues with innovative 

solutions. The system uses advanced analysis and authentication algorithms when tracking the user's identity. Thanks to 

the combination of biometric authentication, data encryption and secure data processing, SEPS offers a comprehensive 

solution for online surveillance. 

 

I. INTRODUCTION 

 

 Online education is becoming more widespread, providing convenience and access to students all over the world. But 

one of the biggest problems with online assessment is maintaining academic integrity. Since traditional auditing 

methods are not always possible in an online environment, remote solutions have been developed. However, these 

systems often raise concerns about privacy breaches and data security. This article introduces the concept of Secure 

Exam Proctoring System (SEPS) designed to solve these problems while providing a competitive environment for 

students and teachers. Online education has become a transformative force in education, providing unparalleled 

flexibility and access to students around the world. With the proliferation of online classes and virtual classrooms, 

students now have the opportunity to access education without geographical boundaries or strict schedule limitations. 

But the benefits of online education come with special challenges, especially when it comes to assessment and testing. 

Maintaining integrity during online assessment is a big challenge for teachers and schools. Unlike traditional 

classrooms, where administrators can supervise students in person, online testing requires innovative solutions to 

ensure integrity and prevent fraud. Remote proctoring systems have emerged as a promising, technology-based way to 

monitor and analyze remote exams. This process involves a variety of methods, including video surveillance, screen 

recording, and biometric verification, to replicate measurements used in traditional laboratories. Although remote 

proctoring systems provide a proctored testing method, online testing also has its disadvantages. Privacy concerns have 

become important as the perception of surveillance tools raises questions about the rights and dignity of candidates. 

Additionally, collecting and storing sensitive biometric data increases the risk of data security and misuse. Additionally, 

relying on online connections and digital devices presents a vulnerability that criminals can use to undermine the 

integrity of the exam. Based on these challenges, there is an urgent need for a comprehensive and secure snooping 

solution There are about two needs for fair education and private users. The Secure Exam Proctoring System (SEPS) 

proposed in this paper aims to fill this gap by providing an effective and ethical method for online proctoring. SEPS 

aims to ensure the integrity of online assessments and protect girls' learning rights and privacy by using state-of-the art 

security measures, encryption methods and technology privacy. 
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II. PROBLEM STATEMENT
 

 The shift to online education has revolutionized education by providing unparalleled flexibility and access to students 

around the world. But amid these changes, the main challenge remains: ensuring the integrity of online assessment. 

Unlike traditional classrooms, where proctors can directly monitor students, online exams require innovative solutions 

to prevent cheating and maintain academic standards. Although remote surveillance systems have become a viable 

option, they create new problems, especially regarding privacy violations and data security. 

 

 

 Traditional authentication methods (such as protecting privacy) may not always be possible online. Remote proctoring 

systems attempt to fill this gap by using technology to track and verify the identity of candidates. These systems use a 

variety of technologies, including video surveillance, scanning and biometric testing, to replicate tests used in 

traditional laboratories. However, despite the use of remote controls, concerns arise about privacy breaches and data 

security. Privacy concerns arise due to the impact of surveillance technology used in remote surveillance. Video 

surveillance and the ability to record the screen can invade candidates' privacy and raise questions about the ethics of 

the practice. Additionally, collecting and storing sensitive biometric data such as facial images and voice recordings 

poses risks in terms of data security and misuse. Centralized storage of medical records also has disadvantages as it 

becomes a target of cyber attacks and unauthorized access. 

 

 Additionally, relying on internet connections and digital devices creates additional risks in terms of integrity checks. 

Criminals can use vulnerabilities in online platforms to cheat or tamper with exams, thus undermining the reliability of 

online exams. These challenges are compounded by business issues such as network connectivity or equipment failure 

that can interrupt the testing process and impact student performance. 

 

In summary, the problem statement addresses the need for comprehensive and secure proctoring solutions that balance 

academic integrity and people's needs. Use privacy in the online learning environment. Although remote proctoring 

systems provide a way to conduct online exams, they must address issues related to privacy breaches, data security and 

technical issues, which is not good. The Secure Exam Proctoring System (SEPS) was created to solve these issues by 

providing a robust and ethical way to take online exams, ensuring fair and transparent competition for everyone.  

 

III. MOTIVATION 
 
Motivation to pursue Social Security Studies (SEPS) stems from the need to combine the flexibility of online education 

with content that still fears academic integrity and user privacy. As online education continues to gain popularity 

around the world, ensuring the reliability and validity of online assessments has become increasingly important. 

Traditional testing methods, while effective in a physical environment, do not lend themselves to the flexibility and 

delivery of online learning. Remote proctoring systems that use technology to monitor and verify candidates' identities 

have become a solution. However, the widespread use of remote control has raised concerns about privacy breaches, 

data security and ethical issues. 

 

The development of the Secure Exam Proctoring System (SEPS) was motivated by the recognition of these problems 

and the determination to solve them. SEPS aims to strike a balance between the need for examination integrity and the 

rights of candidates by providing comprehensive and ethical guidelines for the administration of online examinations. 

By combining advanced security measures, encryption protocols and privacy protection technologies, SEPS aims to 

protect user privacy while increasing confidence in the integrity of online assessment. 

 

Additionally, the motivations behind SEPS extend beyond education to social impact. As online education continues to 

increase along with professional development, licensing exams, and staff training, the need for reliable assessment 

systems has also increased. Problem solving will occur more frequently. SEPS aims to meet this need by providing a 

strong foundation for online assessment across multiple disciplines, thus promoting lifelong learning and professional 

development in the digital age. 

 

In fact, the motivation behind SEPS is that it redefines its potential to revolutionize online education by providing a 

secure, transparent and user-focused approach to moderation. By addressing the challenges of distance learning with 

integrity and innovation, SEPS aims to help teachers, schools, and students sustain the opportunity for online education 

while also upholding the highest standards of academic rigor and ethics. 
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IV. OVERVIEW 
 
The Secure Exam Proctoring System (SEPS) provides a solution to the problems associated with the management of 

academic integrity in online exams, while also being important for users' privacy and data security. The main purpose 

of SEPS is to provide students and teachers with a unique experience through the use of technology and ethical 

standards. SEPS includes multiple methods for online exam proctoring that integrate various functions and features to 

ensure the integrity of the exam process. The main components of SEPS include: 

 

1. Enhanced Authentication Mechanism: SEPS uses a multi-factor authentication mechanism to verify the identity of 

candidates. SEPS reduces the risk of unauthorized access and impersonation by requiring multiple forms of 

authentication (such as passwords, biometrics, and device authentication).  

2. Data Transfer Security: SEPS uses encryption techniques that emphasize the confidentiality and integrity of test data 

during transmission. SEPS ensures that sensitive data is protected throughout the entire testing process by encrypting 

test data end-to-end, preventing data eavesdropping and interception.  

3. Ethical assessment: SEPS uses an analytical approach that employs intelligent tools to evaluate and prevent academic 

misconduct while respecting the client's privacy. By analyzing the diagnostic process in real time, SEPS can detect 

suspicious patterns of behavior without affecting the audit process, thus protecting candidates' reputation and 

independence.  

4. Reporting tools: SEPS provides teachers with detailed training and analysis to assess the integrity of the audit and 

identify potential vulnerabilities. SEPS collects data on testing, behavior, and safety issues, allowing teachers to make 

informed decisions about test administration and assessment results. 

 

V. USE CASES AND EXAMPLE 
 

1. Identity verification: Use biometric data to verify the candidate's identity. Example: A proctoring machine uses facial 

recognition to match a student's face with their photo ID before they are allowed to take the exam.  

2. Continuous verification: Make sure the person initiating the test is the person who participates in all tests. Example: 

During testing, the system repeatedly asks users to scan their face to verify their identity.  

3. Environmental inspection: Check for unauthorized materials in the test environment. Example: Before the exam 

begins, students should have a 360-degree view of their room to ensure there are no study materials.  

4. Event Monitoring: Check events or activities during testing. Example: AI algorithms can flag excessive eye contact 

or looking away from the screen as fraud.  

5. Browser Lock: Block access to other websites or applications during testing. Example: Proctoring software locks the 

browser and restricts navigation away from the test page.  

6. Voice analysis: Listen for sounds or noises that may indicate a lie. Example: The system monitors background noise 

to detect other people in the room.  

7. Screen sharing protection: Block the ability to share your screen with others. For example: The software disables 

screen sharing to prevent test content from being shared with third parties.  

8. Data access control: restrict copy and paste functions to prevent data theft. For example: The proctoring system 

monitors and blocks logins during testing.  

9. Keylogging Detection: Identify keystroke patterns that indicate fraud. For example: Unusual keyboard shortcuts or 

typing patterns will cause an alert in the proctoring system.  

10. Anomaly detection: flag unusual behavior or test patterns. Example: The system marks the answer quickly, which 

may indicate that the answer is already known.  

11. Restrict remote access: Make sure no remote access software is used during testing. Example: Surveillance software 

scans and disables remote desktop applications.  

12. Network Traffic Monitoring: Monitor illegal network traffic during testing. Example: A system that monitors 

Internet traffic to ensure that no external communication or data reception occurs.  

13. Post-test monitoring: After testing is completed, review test data for signs of inappropriate behavior. For example: 

AI examines the time record of all actions during the audit to detect the presence of fraud. This reference document 

explains the different features and capabilities of the Secure Exam Proctoring System (SEPS), demonstrating its 

effectiveness in protecting exam integrity and disrupting the process. Study bias in online assessment.  
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VI. MODELS AND LIBRARIES 
 

 
 

Fig.No.1 CNN Model Diagram 
 
CNN Model: Convolutional Neural Network (CNN) models play an important role in Secure Exam Proctoring 

Systems (SEPS) to analyze visual data and detect malicious behavior during online exams. CNNs are particularly 

suitable for tasks involving image recognition and classification; This makes them a good choice for monitoring tests 

that use video sources or screenshots.  

 

Computer: The CNN model used by SEPS has many layers, including convolutional layer, layer by layer, and layers. 

These layers work together to extract important details from the input image and make predictions based on learned 

patterns.  

 

1. Convolutional layer: The convolutional layer acts as a feature extractor by applying filters to the input image to 

capture edges, textures, and other features. These layers differentiate the input image by capturing local features while 

preserving spatial relationships.  

2. Pooling layer: The pooling layer subsamples the specific map created by the convolutional process to reduce the 

spatial extent of the data while preserving important information. PooPooling functions include maximum pooling and 

average pooling, which will help reduce comparison and improve the capacity of the model.  

 

3. Fully connected process: Fully connected process takes the output of convolutional and layered processes and 

converts it into a vector representation. These layers work for classification by applying nonlinear transformations to 

input devices and output class performance or scores. Training: CNN models in SEPS are trained using data from labels 

or snapshots; Each model is tagged with a label indicating whether suspicious behavior is present. During training, the 

model learns patterns that include inappropriate behavior, such as looking away from the screen, using illegal objects, 

or engaging in hand-to-hand interaction. Training a CNN model involves optimizing the loss function, such as cross-

entropy loss, using the optimization function as a function such as stochastic gradient descent (SGD) or Adam. By 

iterating the properties of the model according to the slope of unemployment relative to network weight, the ability to 

distinguish good and bad behavior is gradually improved.  

 

Delivery: After training is completed, the CNN model is integrated into the SEPS infrastructure to quickly process live 

video or screenshots during testing. As students take the exam, the model examines students' behavior and flags cases 

of cheating or abuse based on specified criteria. The CNN model works with other components of SEPS, such as 

system authentication, performance evaluation algorithms, and the ability to close the browser, to provide 

comprehensive controls. The CNN model leverages the power of deep learning and computer vision to enhance SEPS' 

ability to maintain integrity and learning standards in the online learning environment.  

 

Gaze Tracking: Gaze Tracking is a Secure Exam Proctoring System (SEPS) that instantly tracks where candidates 

look during the exam. By analyzing eye movements and displaying content, monitoring can detect instances of eye 

distraction or suspicious behavior, such as looking back at test content. Eye-to-eye tracking involves the use of special 

devices, such as eye-tracking cameras or depth sensors, to capture and analyze eye-level information. Advanced 

machine learning algorithms process this data to determine the candidate's direction of gaze and detect differences in 

desired behavior, improving SEPS's ability to detect cases of cheating or academic misconduct.  
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Facial Recognition: SEPS uses facial recognition to verify the identity of candidates and ensure that only authorized 

individuals can perform testing. Facial recognition can identify test participants by comparing facial expressions from 

live video or still images with a data recording form. This technology increases the security of online testing by 

protecting confidentiality and unauthorized access, thus preserving the integrity of the testing process. Additionally, 

facial recognition algorithms can be used to monitor the presence of multiple people in a single frame, setting 

conditions for unauthorized coordination or tampering detection.  

 
Sound Detection or Surveillance: The sound detection or surveillance feature in SEPS allows the system to detect 

suspicious sounds or conversations during testing. By analyzing the stream in real time, SEPS can detect extraneous 

voices, background noise, or communication between candidates and unauthorized parties. This increases the body's 

ability to detect deception, such as accepting help from others or sharing the content of a conversation. Voice detection 

algorithms can protect the integrity of online exams by identifying and flagging instances of inappropriate behavior 

using technologies such as voice detection, classification of speakers, and classification of acoustic events.  

 

Detection of more than one person in a single frame: Detection of more than one person in a single frame is 

important to prevent coordination or assist in online testing. SEPS uses computer vision algorithms to analyze video 

and identify events that many people saw in the test environment. By monitoring the changes of identified individuals 

or tracking the relationship between them, SEPS can instantly flag many individuals in a single frame, alerting 

supervisors or criminal investigation directors. This feature enhances the organization's ability to manage security and 

integrity controls, enabling each candidate to work independently without outside assistance.  

 

Anomaly Detection Equation: An important feature of the Secure Exam Proctoring System (SEPS) is the ability to 

identify anomalies in examination behavior, such as unusual patterns or deviations from expected patterns. Yes. 

Anomaly detection algorithms play an important role in identifying suspicious behavior during online testing that may 

indicate fraud or abuse. One of the best ways to detect defects is to use statistical methods such as the Z-score method. 

Z-score measures the number of sample deviations from data points that differ from the mean of the data set. Data 

points with zscores above a certain threshold are considered equivocal or suspicious and indicate suspicious behavior 

during testing.  

 

VII. METHODOLOGY 
 

1. Data Collection: - Get different data from diagnostic tests saved on the web or in diagnostic software. Make sure 

the data set includes a variety of tests, student demographics, and environment. - Record actual text showing 

whether bad behavior such as cheating occurred during each test.  

2. Preprocessing: - Clean the dataset to remove noise, artifacts, and irrelevant data. - Standardize data to ensure 

consistency and comparability across different features and models. - Improve dataset data development and create 

synthetic data from the following technologies to enhance the capabilities of the model.  

3. Model Selection: - For each part of the Sessibility Analysis System (SEPS), choose a deep learning model such as 

Convolutional Neural Network   Network (CNN) for data analysis; see Convolutional Neural Network (CNN) for 

audio Recurrent neural network (RNN) processing and combination of various fusion models. - Evaluate candidate 

models based on performance metrics, computational performance, and ability to handle large-scale inspection 

projects.  

4. Training: - Split preset data into training, validation and testing to evaluate the performance of the model. - Use the 

training method to train each part of the SEPS, use gradient-based optimization algorithms and monitor the 

effectiveness of the testing model validation process to avoid overfitting. - Lead designers are well educated or use 

adaptive learning techniques to learn about jobs or projects.  

5. Integration: - Integrate various aspects of SEPS (such as surveillance, facial recognition, voice detection, and 

multi-person detection) into a unified design model. - Use data pipelines and pipelines to extract audit data, review 

it instantly, and create recommendations for analysis.  

6. Validation and evaluation: - Evaluate the effectiveness of SEPS using the testing system by evaluating metrics 

such as accuracy, precision, recall, and F1 score for each proctoring task. - Conduct empirical tests to evaluate the 

stability, scalability and scalability of SEPS in different scenarios and environments. - Compare SEPS with 

baseline and existing solutions to demonstrate its superiority in controlling completeness and user experience. 

7. Delivery: - Use SEPS in a true online learning environment, working with schools, laboratories and online learning 

centres. - Monitor SEPS performance in a production environment and collect feedback from users and stakeholders to 

identify areas for improvement and optimization. - SEPS is constantly updated and maintained to adapt to changing 

threats, technological advances and user needs in the world of online exam proctoring. By following this approach, we 
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ensure the development of a sustainable, reliable and ethical Secure Exam Proctoring System (SEPS) that protects the 

integrity of testing and promotes equity in online learning. 

 

VIII. SCOPE 
 

This research paper addresses the complex field and challenges of online learning with a focus on monitoring the 

integrity of learning during assessment. Control remotely. As online education booms, the need for reliable proctoring 

solutions has become critical. Therefore, the scope of this article is to carefully research, design, develop and evaluate 

the Comprehensive Secure Exam Proctoring System (SEPS). First of all, this article gives a good analysis of the 

existing methods and procedures in online testing. Exam proctoring, review of remote proctoring solutions, biometrics 

and behavioral analysis algorithms. This research provides a basis for understanding the current situation and 

identifying areas for innovation and improvement. 

 

After this, this article published and introduced in detail the SEPS model, which includes many advanced features such 

as tracking, face recognition, voice testing, and which many people have discovered. These products are seamlessly 

integrated into a compatible system designed to instantly monitor and evaluate suspicious behavior during online 

testing. Then this paper rigorously evaluates the effectiveness of SEPS using various metrics such as accuracy, 

precision, recall, and accuracy. F1 content. The efficiency and effectiveness of SEPS is evaluated through experiments 

using a variety of different scenarios and data sets, demonstrating its ability to manage the audit process fairly across 

many areas of study. In addition, ethical issues surrounding SEPS distribution are examined, addressing issues of 

consensus, transparency and fairness. Addressing ethical issues, this article attempts to ensure that SEPS not only 

improves security controls but also promotes ethics and people's use of the law. Finally, the article explores future 

research and development possibilities for SEPS, considering the integration of new technologies such as machine 

learning, blockchain, and secure hardware zones. SEPS aims to constantly improve by keeping up with technological 

developments and adapt to the changing online learning environment. 

 

IX. CONCLUSION 
 
In summary, this article highlights the urgent need for Secure Exam Proctoring System (SEPS) in online education. 

Through careful investigation of existing systems, recommendations and improvements to the SEPS architecture, 

critical evaluation of its effectiveness, and ethical analysis, this article highlights the importance and potential of SEPS 

in advocating integrity audits. SEPS leverages advanced technology and ethical principles to provide a powerful and 

comprehensive solution to the challenges of online surveillance. However, it must be acknowledged that SEPS is not a 

panacea and should be implemented judiciously, including taking into account ethical values and user rights. Looking 

to the future, SEPS wants to revolutionize online education by ensuring fairness, transparency and trust in distance 

education. As we continue to lead the revolution in online education, SEPS shines a light on innovation and integrity, 

empowering educators and students to embrace the digital learning opportunity with confidence and confidence. 
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