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ABSTRACT: Network technology are evolving quickly these days. The physical expansion of networks, the increasing 
amount of information being sent (video, data, VoIP, etc.), and inter-network traffic are compelling manufacturers to 
create increasingly intelligent and potent devices that employ new techniques of Data sorting and transfer. These 
interconnected smart devices (IoT) are utilized in smart cities for water and power, in smart homes for in-home 
automation, and in Vehicle Ad hoc Networks (VANET) for intelligently controlled traffic for self-driving cars. These 
connected Internet of Things (IoT) gadgets take advantage of various network architectures. These Internet of Things 
sensor devices can be set up using a wireless sensor network (WSN) topology. Wireless Mesh Networks (WMNs) and 
WSNs are both simple to set up and implement. There are numerous justifications for mixing these various These days, 
network technologies are evolving at a very fast pace. The increasing amount of data, VoIP, video, and other transmitted 
information, the physical expansion of networks, and inter-network traffic are pushing manufacturers to create smarter 
and more powerful devices that use new techniques for data sorting and transfer. These connected Internet of Things 
(IoT) devices are used in intelligently controlled traffic for self-driving cars in Vehicle Ad hoc Networks (VANET), in 
smart cities for electricity and water, and in smart homes for in-home automation. These connected IoT sensor devices 
can be deployed as a wireless sensor network (WSN)in a mesh topology.  
 

KEYWORDS: IoT, wireless mesh network, wireless sensor network, wireless mesh sensor network 

 

I. INTRODUCTION 

 

The idea of enabling computers to perceive information without human interaction was first presented to the public in 
1999 for supply chain management [1], and it has since been widely extended to various domains like healthcare 
(COVID-19), the home, the environment, and transportation, as well as education, agriculture, and other IT domains 
like Blockchain and others [2] [22]. Experts estimating the Cisco Annual Internet Report predict that by 2023, people, 
machines, and objects will generate data volumes of up to 850 zettabytes, while the IP traffic of the global data centre 
will only reach 21 zettabytes [23]. By 2025, 55% of the data generated by the IoT will be stored, processed, analysed, 
and used close to or at the network's edge By 2021, 60 billion things will be online, according to Cisco Internet 
Business Solutions Group projections [25] But the tech sector is already completely The Internet of Things has 
embraced this, bringing with it the prerequisites for connectivity and, frequently, security [26], [27].Certain Internet of 
Things applications might need extremely quick reaction times, others might include private information, and some 
might generate a lot of data, all of which could put a significant strain on networks [28]–[31].Routing protocols play an 
important part in how wireless networks operate. Over the past few decades, the IT industry has seen a significant 
increase of wireless devices and their mobile networks. This sparked worries about the reality that Prior research was 
done on Mobile Ad hoc Networks (MANETs) and their routing algorithms [32]–[37]. They maximize the utilization of 
network resources, including memory, CPU time, power usage, and so on [38]–[41]. This indicates that maximizing the 
network's lifespan is possible through the deployment of efficient routing techniques. For example, as shown in Figure 
1, authors in [42] suggest a Multicast protocol that uses the fuzzy logic technique [43]–[46] to enhance QoS in mobile 
ad hoc networks. The network architecture that IoT devices can be constructed of can have a variety of topologies, 
including mesh, star, point-to-point, ring, or a combination of them carrying out different planned activities like 



© 2024 IJMRSET | Volume 7, Issue 11, November 2024|                                    DOI: 10.15680/IJMRSET.2024.0711040 

 

IJMRSET © 2024                                                     |     An ISO 9001:2008 Certified Journal   |                                               16646 

monitoring, environment sensing, etc. However, the hybrid of the aforementioned strategies is no longer in use. Thus, 
this article's goal is to list the issues that arise when attempting to connect WSN and WMN and investigate the many 
approaches that can be taken to accomplish so. Our focus is on identifying important issues that need to be addressed in 
order to completely implement highly efficient connection solutions. 
 

 

 

Figure 1. Multicast routing protocol in MANET and Fuzzy logic system 

 

II. WHAT IS WIRELSS? NETWORK OF MESH SENSORS 

 

All kinds of electrical gadgets, including LED strips, street lights, air quality monitors, and even an Internet-connected 
microwave oven, will eventually be included in the Internet of Things (IoT) and serve as both data generators and 
customers [53] through [56]. It is also reasonable to predict that, in a few years, there will be over a billion items at the 
network's edge. Because of this, the initial data generated by these devices will be so large that standard sensor 
networks will not be able to process it all effectively [57]–[62]. This implies that the data produced by the Internet of 
Things will put an enormous strain on the network components attempting to send data to the network's end users  
 

A. WHY DO WE NEED MESH NETWORK?  
Mesh networks are cellular radio networks with fixed wireless routers that create a wireless highway and a service area 
for mobile and fixed subscribers. These networks have a decentralized design with multiple switches, and these 
characteristics are of interest to research on functions like mobile and fixed subscribers having access within a zone of 
radio communication to one of the routers [64]–[68]. Mesh communications has become a very popular networking 
solution today [69]–[74].minimal infrastructure support for connectivity, scalability, work distribution, and inter-node 
communication. Network nodes are a component of the infrastructure in Wintney produce, and their main function is to 
carry out routing tasks. Mesh nodes have little to no mobility and typically have more processing power, memory, and 
bandwidth than conventional dedicated network nodes 

 

 

 

Figure 2. Wireless mesh network topology 
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B. Describe the Sensor Network. 
On the other hand, the foundation of wireless sensor networks is the idea that sensor devices should communicate with 
one another. These gadgets are renowned for being inexpensive and compact, while at the same They suffer from a 
limited power supply, comparatively poor computing power and memory, and a relatively low communication 
bandwidth [82]–[95]. When affixed to moving objects, certain sensors might be highly mobile, whilst others are 
immobile and motionless. The majority of research on this kind of network has concentrated on low-processing and 
energy-efficient routing [96]–[100].WSNs come in a wide variety of forms, ranging from sophisticated multi-hop 
sensor networks to crude single-hop data gathering systems. The latter kind of network can offer the greatest range and 
enable the use of aof sophisticated methods that modify packet routing in response to extra application requirements or 
supply sensory values on demand [101]–[104]. 
 

A few hundredths of basic sensors with radio receivers make up wireless sensor networks. They are frequently 
employed to automate and monitor vast areas. Due to their simplicity, these networks frequently experience issues with 
scalability and available bandwidth, and they quickly run out of energy. Currently, the only way to address these issues 
is to add more receivers to the network [105]–[109].Currently, wireless sensor network technology is being used more 
and more successfully in automation systems to monitor the condition of items. Almost any data collecting system can 
incorporate low-power, compact sensor equipment for technological and industrial applications. 
 

C. WIRELESS MESH SENSOR NETWORK WHAT IS IT? 

Conventional WSNs are made up of a number of sensor nodes, and one or more central devices known a "sinks", 
whereas these central devices are linked to a database and/or external control server that authorized users may access to 
look up raw or interpreted data. Unprecedented demand for large-scale WSNs with many thousands of nodes is being 
driven by new paths of WSN applications, such as intelligent transportation systems, urban surveillance [53], or 
wireless building automation, which inadvertently increase the number of hops to the destination. Adding more receiver 
sink nodes to the network can address this expanding issue and continuously improve scalability, as has been covered in 
earlier studies by a number of authors as stated in. Data is delivered to the management server once receiving sink 
nodes are connected. 
 

Nonetheless, it is questionable if such a conventional data collection method—from node sensors to receivers and from 
receivers to the backbone—can result in very inefficient routing. Therefore, a wireless mesh network is a more practical 
and appropriate choice to connect receiver sink nodes due to its autonomous deployment features and robust 
connectivity at a wide scale. Stated differently, mesh networks can be employed when the network's shape or structure 
prevents every node from being within range of its ultimate destination. In other words, different sensor networks and 
sensor nodes can be connected via the mesh network. either as a scalable backbone or infrastructure for sensor-to-

sensor communication, or to a monitoring platform. Environmental sensing is one of these uses. 
 

 

 

Figure 3. Wireless mesh sensor Network 
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III. CASE STUDY 

 

In order to further demonstrate our point of view on Wireless Mesh Sensor Networks, we continue our work in this 
section by presenting a number of case cases where the network could excel. 
A. SMART HOUSE 

The home environment will tremendously benefit from the Internet of Things. Numerous devices have been created and 
put on the market, including robotic vacuum cleaners, smart lights, and smart televisions . However, a smart home 
requires more than just connecting a Wi-Fi module to an existing electrical gadget. Cheap wireless sensors and 
controllers need to be placed in a room, pipe, and even on the wall and floor in a smart home setting in addition to a 
connected device. These devices will convey a remarkable quantity of information, and given The WMSN topology can 
be ideal for building a home with a smart environment around a gateway running a dedicated operating system (OS) in 
the home, improving conditions for connecting things and managing the home itself. The data could be processed 
locally, reducing the load on the bandwidth of the external network, and the service could be deployed to the OS for 
better management and delivery. This feature makes the general wireless mesh sensor network infrastructure paradigm 
suitable for the smart home due to the pressure to transport data and protect privacy. 
 

 

 

Figure 4. IoT smart home network 

 

B. SMART CITY Statistics show that over 41% of all traffic accidents in developed nations occur at intersections, with 
27% of these accidents occurring there without stop signs, traffic lights, or road controls and 39% occurring there with 
stop signs present. To address the issue of preventing or monitoring and controlling traffic accidents, a wireless cellular 
mesh sensor network can be used, with each device consisting of a radio module, a rechargeable lithium-ion battery, 
and an anisotropic magnetoresistance circuit for vehicle detection. When the vehicle A specially created vehicle 
tracking algorithm can track the trajectories of vehicles crossing a specific intersection and record the total number of 
vehicles at the intersection based on the recorded data. The sensor device moves over the wireless node, records the 
detection, and sends this record to the WMSN coordinator, marking the time stamp. The WMSN coordinator is 
empowered to register vehicle sightings recorded by each node in the WMSN. 
 

 

 

Figure 5. Wireless VANET smart transport infrastructure. 
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C. ANALYTICS OF VIDEO 

Video analytics is a new technology as a result of the widespread use of mobile phones and network cameras.Resilient 
and dependable network infrastructure working together can provide good opportunities for applications requiring 
video analytics, providing low latency and privacy concerns. Here is a fantastic example of discovering a lost youngster 
in the city. These days, you may observe the extensive employment of various camera types in both metropolitan 
regions and every automobile. It’s possible that the toddler was caught on video as he vanishes. It is quite challenging 
to use the camera's global data since camera data is typically not uploaded to external storage and processing sources 
owing to privacy or bandwidth concerns. However, even if the data that was stored were uploaded and retrieved from 
an outside source, after which it might take a while to load, download, and conduct more searches across such a vast 
volume of data, rendering this approach unsuitable for use. A search query for a missing child might potentially be 
created from an external source and sent to all smart devices in that target area, including roadside infrastructure 
elements, if an edge computing paradigm is integrated into a reliable wireless network like WMSN. Any intelligent 
device, like a smartphone, can run a query, look up information from its built-in camera, and send only the findings 
back to an outside source. This approach enables considerably faster outcomes by utilizing the data and computing 
capacity of anything. The ideological example of the video analytics on RIE is shown in Figure 6. For instance, there 
are pricey road camera versions available that may network comparable model variations and either use the camera as a 
base station or require a separate base station. Vendors like Cuddle back 

 

 

 

Figure 6. Passenger traffic control in public transport. 
 

D. AI-POWERED INTELLIGENCE 

The study of artificial intelligence (AI) systems first emerged in the middle of the previous century. Man-made 
Intelligence systems refer to a wide range of cutting-edge technologies that give machines the capacity to learn, adjust 
to changing circumstances, make decisions, and alter their behaviour. The sensory systems can make use of several of 
these skills. Numerous potent tools have been developed up to this point, including neural VOLUE 10 networks, fuzzy 
logical elements, genetic algorithms, expert systems based on predetermined scenarios, automatic knowledge collection 
systems, knowledge base systems, external intelligence technology, etc.. These tools can be used in sensor systems for 
the automatic resolution of issues that would otherwise require human involvement. These tools or techniques need 
little processing power and can be deployed on basic microcontrollers in arrays, single sensors, or small sensor systems 
.Advances in machine intelligence guarantee smooth communication between people and digital sensory systems, and 
AI systems are always getting better. AI offers flexibility, personalization, and excellent reliability, despite its sluggish 
introduction into electronic products. This system is becoming more and more ingrained in daily life. Additionally, 
there will be a lot of new uses for intelligent sensor systems in the future. As seen in Figure 10, hybrid solutions that 
incorporate multiple of the aforementioned technologies are likely to be preferred. Data mining methods, multi-agent 
systems, and distributed self-organizing systems are other technical advancements that are anticipated to have an 
impact on sensory systems. Furthermore, innovative AI approaches 
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IV. CHALLENGES AND OPPORTUNITIES 

 

We discussed a number of possible uses for wireless mesh sensor networks in the previous section. We contend that in 
order to achieve WMSN aspirations, systems and network communities need to collaborate more closely. If the system 
can adapt to changes and respond to obstacles, any network can operate at its best. The positioning of the sensors and 
the potential for strong connectivity must be considered during network implementation in order to reach the degree of 
effective flexibility of a certain system. Making ensuring that intelligent application software is integrated into the 
nodes at the network's edge is one of the greatest ways to create a good network. Every gadget must be aware that there 
is a communication breakdown. in order for the information they gather to last until a connection is successfully made. 
More reliability is ensured by adding "intelligence" at the node level, allowing the node that detects a water leak to cut 
off the water supply until the leak is fixed. Additionally, even if the node is now out of range, the device will still 
function. These nodes have the ability to function both separately and in a network. Some autonomy is granted to 
nodes. The ability to control and update linked network devices is the last characteristic of a strong, well-constructed 
wireless sensor network. Updating the software that is included into the sensor device might restore or enhance its 
security or even introduce new functions. The improvements give the sensor network a degree of "future-proofing" and 
guarantee a notable degree of adaptability in contrast to traditional wired systems, which are unable of evolving. 
 

 

 

Figure 7. AI sensor 
 

V. DISCUSSION AND TAXONOMY 

 

We can infer from this study that the cohabitation of two distinct networks, whether they are united, emerging, or 
connected, can resolve and enhance the issues encountered during their distinct, isolated life. Reviewing research 
articles that concentrate on combining various target networks to cooperatively address issues that cannot be resolved 
by a single network type was the goal of this study part. Every network has a distinct purpose and architecture, and they 
are all made to serve particular functions. This implies that some network types are unable to satisfy the impending 
improvement requirements when goals are increased or upgraded and the network needs to be enhanced. Therefore, we 
believe that when networks with various functions appear in one and their topology changes, it can result in the 
resolution of issues that separate networks are unable to handle. In this study, we examined several previous research 
projects that employ a variety of networking technologies in their combined form, as shown in Figure 11's classification 
scheme. We came to the conclusion that linking various network types is a good way to enhance network performance 
in terms of scalability, bandwidth, energy efficiency, dependability, and security after analysing the study that was done. 
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VI. CONCLUSION 

 

The ability to essentially monitor everything from anyplace was made possible by the combination of inexpensive, 
energy-efficient technologies. Complexity arises from the consistency of sensors. Situations where the amount of data 
collected may make analysis challenging and where increasing demands may quickly render sensor networks obsolete. 
By providing a platform for new sensors and updates, as well as for bug fixes required to maintain the sensor network 
current, careful planning and integration of wireless sensor devices with microcontrollers can help prevent those issues. 
However, integrating technologies like sensor and mesh channels is both difficult and straightforward because to 
differences in transmission technology, routing protocols, neighbour detection, performance measurements, and power 
needs. Additionally, regrettably, due to such challenging issues, a large number of the aforementioned tasks are still 
unresolved. Questions ranging from the creation of broadcast protocols to the defining of global routing metrics 
accompany these activities. However, it is reasonable to assume that the metrics that distinguish these sensor and mesh 
networks will eventually disappear. As a result, WSN and WMN will eventually converge, necessitating the creation of 
flexible network protocols that are appropriate for networks with a wide variety of nodes. Moreover, data from Mordor 
Intelligence suggests that WMSN technology would be widely adopted in the consumer market in the upcoming years 
due to several ways. According to Mordor Intelligence's analysis, roughly 48% of wireless devices will be in use by 
2026. and cities, artificial intelligence, large-area monitoring, and video analytics. Power management, connectivity, 
dependability, scalability support, interoperability, self-organizing, end-to-end reliability, privacy and security, and 
mobility support are some of the issues and possibilities we highlighted as being worth addressing. Research in this 
field was discussed. Additionally, we hope that this study will raise community awareness of this. 
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